
Situation Report
COVID-19 - Worldwide - 06-22-20 (Update 106) | (INC10276272) 

Date As Of: 06/22/2020 01:27:40 Sitrep Update #: 106 

Incident Start Time: 02/28/2020 
Incident End Time: Ongoing

Incident Location: Worldwide     

Impacted Sectors: Food and Agriculture, Healthcare
and Public Health, Transportation Systems 

Reported Cause of Incident: COVID-19 

Interagency Coordination: Internal and external
partners 

On Scene Agencies: N/A 

Owner/Operator(s) Involved: N/A 
Source of Information: Centers for Disease Control and
Prevention (CDC), World Health Organization (WHO),
CISA Regions, FEMA  

Incident Summary:

The Cybersecurity and Infrastructure Security Agency (CISA) continues to monitor the evolving Coronavirus Disease,
also known as COVID-19, situation closely. CISA is taking part in interagency and industry coordination calls and
working with critical infrastructure partners to prepare for possible disruptions to critical infrastructure that may stem
from widespread illness. 

FEMA reports approximately 8,242,999 (+301,208) cases and 445,535 (+10,739) deaths worldwide. In the U.S.
there are approximately 2,248,029 (+115,708) cases and 119,615 (+2,753) deaths. 

Key Points: 

• FEMA deployed 2,520 (+4) employees in support of COVID19 response 
• 26,781,666 (+3,015,865) COVID19 tests administered nationwide as of 21 JUN 
• The WHO hopes "hundreds of millions" of doses of coronavirus vaccine can be produced this year and two billion
doses by the end of 2021 

CRITICAL INFRASTRUCTURE IMPACTS: 

FOOD AND AGRICULTURE 

The Centers for Disease Control and Prevention’s (CDC) announced that the risk of getting COVID19 from food you
cook yourself or from handling and consuming food from restaurants and takeout or drive-thru meals is thought to be
very low. Currently, there is no evidence that food is associated with spreading the virus that causes COVID-19. 

Although some people who work in food production and processing facilities have gotten COVID-19, there is no
evidence of the virus spreading to consumers through the food or packaging that workers in these facilities may have
handled. 
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The U.S. Department of Agriculture (USDA) approved Nebraska and South Carolina to operate the Pandemic-
Electronic Benefit Transfer (P -EBT) program; there are now 43 States and two territories are operating the P-EBT
programs. 

HEALTHCARE AND PUBLIC HEALTH 

Overall, indicators used to monitor COVID-19 activity are low nationally; however, small increases were seen in the
percentage of specimens testing positive for SARS-CoV-2 and the percentage of visits for influenza-like illness (ILI)
or COVID-19-like illness (CLI) in multiple parts of the country. Increases were reported in five U.S. Department of
Health & Human Services (HHS) surveillance regions: North East, South East, South Central, Central, and Pacific
Northwest. 

Mortality attributed to COVID-19 decreased compared to last week but remains elevated above baseline and may
increase as additional death certificates are processed. 

The White Mountain Apache Tribe in Arizona reports over 1,300 cases in a population of 12,000, approximately 11
percent. Increasing testing capacities remains top priority and the Tribe is working with Indian Health Service and
Bureau of Indian Affairs to identify and refine strategies. 

The World Health Organization (WHO) hopes "hundreds of millions" of doses of coronavirus vaccine can be
produced this year and two billion doses by the end of 2021. 

TRANSPORTATION SYSTEMS 

The U.S. Department of Transportation (DOT) Pipeline and Hazardous Materials Safety Administration (PHMSA) has
developed a Safety Advisory Notice to provide information on the Hazardous Materials Regulations (HMR) related to
offering and transporting COVID-19 diagnostic samples (e.g., nasal swabs, vials of sputum, and other related items).

Cross-border activity between the State of Washington and Canada is increasing; restrictions for non-essential
workers has been extended to 21 JUL. 

ACTIVATIONS AND DECLARATIONS 

The CDC recommends travelers avoid all nonessential travel to the following destinations: Brazil, China, Iran, Most
European Countries, United Kingdom and Ireland. Most foreign nationals who have been in one of these countries
during the previous 14 days will not be allowed to enter the United States. 

Five states / territories have stay at home orders in place; 37 states/territories have lifted their stay at home orders,
though may have other movement restrictions; four states lifted state-wide orders, but maintain regional stay at home
orders; three have not issued state-wide stay at home orders and have lifted all regional orders; and seven states
never enacted stay at home orders. 

The Governor of Arkansas extended the state's public health emergency for another 45 days. 
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The Department of Health in California will now require approximately 40 million residents to cover their faces in
"most settings outside the home," due to reported record-high new coronavirus infections. 

Colorado's Stay at home orders in all regions have been lifted. 

The Governor of Michigan extended the state of emergency declaration until 16 JUL. 

WARNING: Information in this report is FOUO//TLP: GREEN. Recipients may only share TLP:GREEN information
with peers and partner organizations within their sector or community, but not via publicly accessible channels. This
information may be circulated widely within a particular community but may not be released outside of the community,
consistent with both the DHS policy relating to safeguarding FOUO information (link here) and with the Traffic Light
Protocol, http://www.us-cert.gov/tlp. Information in this report is not customarily in the public domain and may be
exempt from public release under the Freedom of Information Act (5 U.S.C. § 552). Further, this section may contain
or be based upon commercial or financial information, which is privileged or confidential, law enforcement sensitive,
or deliberative/pre-decisional material. DHS personnel are reminded of their obligations under DHS Form 11000-6,
Non-Disclosure Agreement. Further dissemination of any of the information contained in this REPORT requires
express consent from CISA Central.
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https://www.dhs.gov/xlibrary/assets/foia/mgmt_directive_110421_safeguarding_sensitive_but_unclassified_information.pdf
http://www.us-cert.gov/tlp

