
Situation Report
COVID-19 - Worldwide - 09-04-20 (Update 128) | (INC10276272) 

Date As Of: 09/04/2020 02:40:38 Sitrep Update #: 128 

Incident Start Time: 02/28/2020 
Incident End Time: Ongoing

Incident Location: Worldwide     

Impacted Sectors: Food and Agriculture, Government
Facilities, (Educational Facilities), Healthcare and Public
Health 

Reported Cause of Incident: COVID-19 

Interagency Coordination: Internal and external
partners 

On Scene Agencies: N/A 

Owner/Operator(s) Involved: N/A 
Source of Information: Centers for Disease Control and
Prevention (CDC), World Health Organization (WHO),
CISA Regions, FEMA, and open source  

Incident Summary:

The Cybersecurity and Infrastructure Security Agency (CISA) continues to monitor the evolving Coronavirus Disease
(COVID-19) situation closely. CISA is taking part in interagency and industry coordination calls and working with
critical infrastructure partners to prepare for possible disruptions to critical infrastructure that may stem from
widespread illness. 

FEMA reports approximately 25,842,652 (+266,347) cases and 858,629 (+6,285) deaths worldwide. In the U.S.
there are approximately 6,087,403 (+39,711) cases and 185,092 (+1,009) deaths. 

Key Points: 

• 88,287,367 (+2,709,228) cumulative tests reported as of 03 Sep with 7,547,587 positive results 
• Significant outbreaks were reported at five universities/colleges across the country 
• New York state added Alaska and Montana to their quarantine travel list 

CRITICAL INFRASTRUCTURE IMPACTS: 

FOOD AND AGRICULTURE 

The U.S. Department of Agriculture (USDA) will extend several flexibilities through December 31 allowing summer
meal program operators to continue serving free meals to all children into the fall months. 

GOVERNMENT FACILITIES 

(Educational Facilities) 

Higher education institutions continue to be a significant source of virus transmission in a number of states across the
country. The U.S. Department of Health and Human Services (HHS) will be providing up to 125 million cloth masks to
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states for distribution to schools. 

Significant outbreaks were reported at Georgia Tech, Ball State University, UNC Wilmington, Clemson University, and
University of Tennessee. 

HEALTHCARE AND PUBLIC HEALTH 

The Department of Defense announced they passed the 65% mark toward meeting their goal of obtaining 10,000
units of COVID-19 convalescent plasma by Sept. 30. 

661 DOD personnel deployed in support of COVID-19 response medical surge needs. 

New York state added Alaska and Montana to their quarantine travel list. People traveling to New York from these
states are required to quarantine for 14 days upon arrival. 

AstraZeneca reported its AZD1222 COVID-19 vaccine development expanded into a Phase III clinical trial in the
U.S. to assess its safety, efficacy and immunogenicity. 

AZ: Major hospital systems across the state are resuming elective surgeries after a decline in the number of COVID
19 patients. 

ACTIVATIONS AND DECLARATIONS 

The governor of Oregon extended their state of emergency declaration for another 60 days, now ending on
November 03 

 

WARNING: Information in this report is FOUO//TLP: GREEN. Recipients may only share TLP:GREEN information
with peers and partner organizations within their sector or community, but not via publicly accessible channels. This
information may be circulated widely within a particular community but may not be released outside of the community,
consistent with both the DHS policy relating to safeguarding FOUO information (link here) and with the Traffic Light
Protocol, http://www.us-cert.gov/tlp. Information in this report is not customarily in the public domain and may be
exempt from public release under the Freedom of Information Act (5 U.S.C. § 552). Further, this section may contain
or be based upon commercial or financial information, which is privileged or confidential, law enforcement sensitive,
or deliberative/pre-decisional material. DHS personnel are reminded of their obligations under DHS Form 11000-6,
Non-Disclosure Agreement. Further dissemination of any of the information contained in this REPORT requires
express consent from CISA Central.
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https://www.dhs.gov/xlibrary/assets/foia/mgmt_directive_110421_safeguarding_sensitive_but_unclassified_information.pdf
http://www.us-cert.gov/tlp

